Kent State Wireless Network - Terms of Use

Kent State University (“the University”) wireless networks are provided as a service to the students, faculty and staff of the University as well as other affiliated individuals or organizations.

Responsibility. By accepting these terms and conditions and choosing to connect to the University wireless networks, you are acknowledging that you are aware of and agree to adhere at all times to all University policies as listed in the official policy register (www.kent.edu/policyreg), including but not limited to the University responsible use policies at 3342-9-01 and 3342-9-01.1, as well as the University’s policy on electronic information security at 3342-9-01.4. You agree that you will not attempt to circumvent any security controls or limit the ability for others to access and consume these services. You also agree to respect the privacy of person-to-person communications in all forms including telephone, electronic mail and file transfers, graphics and television to the fullest extent possible under applicable law and policy.

While the University employs various measures to protect the security of its wireless networks, users should be aware that the University cannot guarantee the absolute security and privacy of data transmitted across its networks. Users should therefore engage in safe computing practices including but not limited to establishing appropriate access restrictions for their accounts, guarding their passwords, changing them regularly, and by backing up critical files when appropriate.

In consideration for using this network, you, for yourself, your executors, administrators, and assignees, do hereby release and forever discharge KSU, and its Board of Trustees, its respective entities, employees, and students from any claims that you might have yourself with regard to damages, demands, or any actions whatsoever, in any manner arising from your use of the network. Furthermore, in consideration for being allowed to use this network, you agree to indemnify and hold Kent State University, its Board of Trustees, agents, officers, and employees harmless for any and all direct, indirect, special or consequential damages, or costs, legal and otherwise, which you may incur as a result of such use.

Please be aware that the “Kent State Guest” network does not provide encrypted wireless access, and as such, any data transmitted over the “Kent State Guest” network could be visible to others unless other encryption mechanisms are employed.

Violation. Should your account be identified as violating any University policy, it is the right of the University to block or restrict your access to the University wireless networks.